INTEROFFICE MEMORANDUM

TO: Principal Director for Computing Services (CSD)
FROM: Chief Information Officer (CIO)

DATE : 2 8 MAR 2003

SUBJECT « Statement of Accreditation for the Core Automated

Maintenance System for Mobility G081 Application
System, Tracking Number 7629905

References: (a) DISA Instruction 630-230-19, Information

Systems Security Program, 9 July 1996

(b) DISA IM, CIO, Statement of Accreditation for
the Core Automated System for Mobility G081
Application System, 30 March 2003

(c) DISA IM, OP7, Re-Accreditation Recommendation
for the Core Automated Maintenance System for
Mobility G081 Application System, 17 March 2003

(d) System Security Authorization Agreement for the
Core Automated Maintenance System G081 for
Mobility Application System,

Preparer: Ms. C. Santos-Logan/COA/(703)681-2623/ts

1. 1In accordance with provisions set forth in reference (a), and
based on review of references (b) through (d), an Authority to
Operate (ATO) is issued for the Core Automated Maintenance System
(CAMS) for Mobility (G081l) Application System. This system is
authorized to process information up to and including Controlled
Unclassified Information (CUI) in a System High mode of
operation. This ATO expires 1 April 2006.

2. During this period, you must accomplish the following:

a. Continue to revise and maintain the System Security
Authorization Agreement (SSAA). Comments from our review of the
current SSAA will be forthcoming under a separate memorandum.

b. Continue to work with the appropriate Field Security
Operations representative to close findings identified during
certification testing. Ensure closure of these findings is
annotated in the Security Readiness Review Database.




DISA IM, CIO, Statement of Accreditation for the Core Automated
Maintenance System for Mobility G081 Application System, Tracking
Number 7629905

3. If any of the following occurs, you are required to contact
this office immediately:

a. Mission requirements to process information higher than
CUI are identified.

b. Changes are made to either the approved system
configuration or present mode of operation.

c. The equipment is relocated to a different environment.
d. Any Category I findings are identified.

4. Retain this memorandum, as it serves as your ATO. Continued
accreditation is contingent upon your conducting an annual
accreditation baseline review. Submit a copy of the baseline
review, to include any changes to the SSAA, to this office each
year on the anniversary of this memorandum until the system
undergoes re-accreditation.

5. Questions may be directed to Ms. Regina M. Meehan, Chief,
Information Assurance Division, at (703) 681-4688 or DSN
761-4688.

Copy to:
OP71 (L. Gulledge, F. Horton)
OP72 (M. Orndorff, F. Felhoelter)



